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***** Start of Changes *****
[bookmark: _Toc532891852][bookmark: _Toc524946161]5.19.5.2	AMF Overload Control
Under unusual circumstances, if AMF has reached overload situation, the AMF activates NAS level congestion control as specified in Clause 5.19.7 and AMF restricts the load that the 5G-AN node(s) are generating, if the 5G-AN is configured to support overload control. N2 overload control can be achieved by the AMF invoking the N2 overload procedure (see TS 38.300 [27] and TS 38.413 [34]) to all or to a proportion of the 5G-AN nodes with which the AMF has N2 connections. The AMF may include the S-NSSAI(s) in N2 overload control message sent to 5G-AN node(s) to indicate the Network Slice(s) with which NAS signalling is to be restricted. To reflect the amount of load that the AMF wishes to reduce, the AMF can adjust the proportion of 5G-AN nodes which are sent NGAP OVERLOAD START message, and the content of the overload start procedure.
The AMF should select the 5G-AN node(s) to which it triggers overload start procedure at random to avoid that multiple AMFs in an AMF Set request reduction of load from the same subset of 5G-AN node(s).
A 5G-AN node supports rejecting or releasing of 5G-AN signalling connection establishments for certain UEs connected to 5GC as specified in TS 38.331 [28] and TS 36.331 [51]. Additionally, a 5G-AN node provides support for the barring of UEs as described in TS 22.261 [2]. These mechanisms are further specified in TS 38.331 [28] and TS 36.331 [51].
NOTE 1:	These mechanisms are applied only to the UEs that has accessed to 5GC or attempt to access to 5GC.
Using the overload start procedure, the AMF can request the 5G-AN node to:
a)	reject 5G-AN signaling connection (RRC Connection over 3GPP access or UE-N3IWF connection over N3GPP access) requests that are for non-emergency, non-exception reporting and non-high priority mobile originated services; or
b)	reject new 5G-AN signaling connection requests for uplink NAS signalling transmission to that AMF;
c)	release 5G-AN signalling connection where the Requested NSSAI at AS layer only includes the indicated S-NSSAI(s) in the N2 overload control message.
d)	only permit 5G-AN signaling connection requests for emergency sessions and mobile terminated services for that AMF; or
e)	only permit 5G-AN signaling connection requests for high priority sessions, exception reporting and mobile terminated services for that AMF;
NOTE 1:	The 5G-AN signaling connection requests listed in this clause also include the request from UE in RRC-Inactive state.
The AMF can provide percentage value that indicates how much amount of signalling traffic to be rejected in the overload start message, and the 5G-AN node may consider this value for congestion control.
When rejecting a 5G-AN signaling connection request for overload reasons (cases a and b above) the 5G-AN indicates to the UE an appropriate wait timer value that limits further 5G-AN signaling connection requests until the wait timer expires.
When releasing a 5G-AN signalling connection for the case c) above, the 5G-AN indicates to the UE an appropriate wait timer that limits further 5G-AN signalling connection requests until the wait timer expires.
During an overload situation, the AMF should attempt to maintain support for emergency services and for MPS.
When the AMF is recovering, the AMF can either:
-	trigger overload start procedure with new percentage value that permit more signalling traffic to be carried, or
-	the AMF trigger overload stop procedure.
to some or all of the 5G-AN node(s).

***** Next Change *****
[bookmark: _Toc532891854]5.19.7	NAS level congestion control
…
5.19.7.x Control Plane data specific NAS level congestion control
Under overload conditions the AMF may restrict requests from UEs for data transmission via Control Plane CIoT 5GS Optimisation. A Control Plane data back-off timer may be returned by the AMF (e.g. in Registration Accept messages, Service Reject message or Service Accept message). While the Control Plane data back-off timer is running, the UE shall not initiate any data transfer via Control Plane CIoT 5GS Optimisation, i.e. the UE shall not send any <<NAS Message>> with SM Data Transfer message as defined in TS 24.501 [47]. The AMF shall store the Control Plane data back-off timer per UE and shall reject any further request (other than exception reporting and a response to paging) for data transmission via <<NAS Transport>> from that UE while the Control Plane data back-off timer is still running.
NOTE 1:	The Control Plane data back-off timer does not affect any other mobility management or session management procedure.
NOTE 2:	The Control Plane data back-off timer does not apply to user plane data communication.
If the UE is allowed to send exception reporting, the UE may initiate <<NAS Transport>> for exception reporting even if Control Plane data back-off timer is running.
The UE may respond with <<NAS Transport>> without SM Data Transfer to paging even if the Control Plane data back-off timer is running.
If the AMF receives a <<NAS Transport>> in reponse to a paging, and the AMF has a Control Plane data back-off timer running for the UE, and the AMF is not overloaded, and AMF decides to accept the <<NAS Transport>>, then the AMF shall respond with <<NAS Transport Accept>> message without the Control Plane data back-off timer and stop the Control Plane data back-off timer. If the UE receives a <<NAS Transport Accept>> message without the Control Plane data back-off timer from the AMF while the Control Plane data back-off timer is running, the UE shall stop the Control Plane data back-off timer. The Control Plane data back-off timer in the UE and the AMF is stopped at PLMN change.
If the AMF receives a <<NAS Message>> with SM Data Transfer message, and decides to send the UE a Control Plane data back-off timer, the AMF may decide to process the <<NAS Message>> with SM Data Transfer message, i.e. decrypt and forward the data payload, or not based on the following:
-	If the UE has indicated Release Assistance Information that no further Uplink or Downlink Data transmissions are expected, then the AMF may process (integrity check/decipher/forward) the received Control Plane data packet, and send <<NAS Transport Accept>> to the UE with Control Plane data back-off timer. The UE interprets this as successful transmission of the Control Plane data packet starts the Control Plane data back-off timer.
-	For all other cases, the AMF may decide to not process the received Control Plane data packet and sends <<NAS Transport Reject>> to the UE with Control Plane data back-off timer. The UE interprets this indication as unsuccessful delivery of the control plane data packet and starts the Control Plane data back-off timer. Then the AMF may take into consideration whether the PDU Session is set to Control Plane only to make the decision whether to reject the packet and send <<NAS Transport Reject>> or move the PDU Session to user plane and process the data packet.
-	Alternatively, if UE has not provided Release Assistance Information, and the PDU Session not set to Control Plane only, and UE supports N3 data transfer, then the AMF may initiate establishment of N3 bearer according to the procedure defined in clause X.Y.Z. In this case the AMF may also return a Control Plane data back-off timer within the NAS message.
The AMF only includes the Control Plane data back-off timer if the UE has indicated support for Control Plane data back-off timer in the Registration Request.
NOTE 3:	If the AMF is overloaded or close to overload, but the UE has not indicated support for Control Plane data back-off timer, the AMF can use other overload control mechanisms, e.g. Mobility Management back-off timer or use user plane data communication.

***** Next Change *****

5.x Cellular IoT system enablers
5.x.a Control Plane Data Transfer Congestion Control
NAS level congestion control may be applied in general for all NAS messages. To enable congestion control for control plane data transfer, a Control Plane data back-off timer is used, see clause 5.19.7.x.
5.x.b Service Gap Control
Service Gap Control is an optional feature intended for MTC/CIoT UEs to control the frequency at which these UEs can access the network. That is, to ensure a minimum time gap between consecutive Mobile Originated data communications initiated by the UE. This helps reducing peak load situations when there are a large number of these UEs in an operator network. Service Gap Control is intended to be used for "small data allowance plans" for MTC/CIoT UEs where the applications are tolerant to service latency.
NOTE 1:	Time critical applications, such as emergency services and regulatory prioritised services can suffer from the latency caused by the Service Gap Control feature. Therefore Service Gap Control feature is not recommended for subscriptions with such applications and services.
Service Gap Time is a subscription parameter used to set the Service Gap timer and is enforced in the UE and in the AMF on a per UE level (i.e. the same Service Gap Timer applies for all PDU Sessions that the UE has). The UE indicates its capability of support for Service Gap Control in the Registration Request message to the AMF. The AMF passes the Service Gap Time to the UE in the Registration Accept message for UE that has indicated its supports of the Service Gap Control. The Service Gap Control shall be applied in a UE when a Service Gap Time is stored in the UE context and applied in the AMF when the Service Gap Time is stored in the UE Context in AMF.
Service Gap Control requires the UE to stay in CM-IDLE mode for at least the whole duration of the Service Gap timer before triggering Mobile Originated user data transmission, except for procedures that are exempted (see TS 24.501 [47]). The Service Gap timer shall be started each time a UE moves from CM-CONNECTED to CM-IDLE, unless the connection request was initiated by the paging of a Mobile Terminated event, or after a Mobility or Periodic Registration procedure without Uplink data status, which shall not trigger a new or extended Service Gap interval. When a Service Gap timer expires, the UE is allowed to send a connection request again. If the UE does so, the Service Gap timer will be restarted at the next CM-CONNECTED to CM-IDLE transition.
The Service Gap control is applied in CM-IDLE state only and does not impact UE Mobile Originated user data transmission or Mobile Originated signaling in CM-CONNECTED state. The Service Gap timer is not stopped upon CM-IDLE state to CM-CONNECTED state transition. The UE shall not initiate connection requests for MO user plane data, MO control plane data, or MO SMS when a Service Gap timer is running. The UE shall also not initiate Initial Registartion Requests when a Service Gap timer is running if it will be followed by PDU Session Establishment unless it is an Emergency Attach which is allowed.
NOTE 2:	As a consequence of allowing Initial Registration Request procedure, the UE with a running Service Gap timer does not initiate further MO signalling, except for Mobility Regisaration procedure, until the UE receives MT signalling or after the UE has moved to CM-IDLE state and the Service Gap Timer is not running.
NOTE 3:	Implementations need to make sure that latest and up-to-date data are always sent when a Service Gap timer expires.
The AMF may enforce the Service Gap timer by rejecting connection request for MO user plane data, MO control plane data, or MO SMS when a Service Gap timer is running. The AMF may enforce the Service Gap timer by not allowing SM signalling after Initial Registration requests when a Service Gap timer is running unless it is an Emergency Registration which are allowed. When rejecting the connection requests and the SM signalling after Initial Registration Requests while the Service Gap timer is running, the AMF may include a Mobility Management back-off timer corresponding to the time left of the current Service Gap timer. For the UEs that does not support Service Gap Control (e.g. pre-release-17 UEs), Service Gap Control may be enforced using "General NAS level congestion control " as defined in clause 5.19.7.2.
When the AMF starts the Service Gap timer, the AMF should invoke the Service Gap timer with a value that is slightly shorter than the Service Gap Time value provided to the UE in the subscription information received from the UDM.
NOTE 4:	This ensures that the AMF doesn't reject any UE requests just before the Service Gap timer expires e.g. because of slightly unsynchronized timers between UE and AMF.
A UE which transitions from a MICO mode or eDRX power saving state shall apply Service Gap Control when it wakes up if the Service Gap timer is still running.
Additional aspects of Service Gap Control:
-	Service Gap Control applies in all PLMNs.
-	When the Service Gap timer is running and the UE receives paging, the UE shall respond as normal.
-	Service Gap Control does not apply to exception reporting for NB-IoT.
-	Emergency Registration and Registration not followed by PDU Session Establishment are allowed when a Service Gap timer is running.
-	Service Gap Control shall be effective also for UEs performing de-registration and re-registration unless it is Registration Request not followed by PDU Session Establishment or Emergency Registration.
-	Mobility or Periodic Registration Request with Uplink data status is not allowed when a Service Gap timer is running.
-	If the Service Gap timer is running, the Service Gap is applied at PLMN selection as follows:
a)	Re-registration to the registered PLMN: The remaining Service Gap timer value survives and controls the re-registration.
b)	Registration to a different PLMN: The remaining Service Gap timer value survives and controls the Registration to the new PLMN.
c)	USIM swap: The Service Gap timer is no longer running and the Service Gap feature does not apply, unless re-instatiated by the serving PLMN.
-	Multiple uplink packets and downlink packets are allowed during one RRC connection for UE operating within its Small Data Rate Control limits.
The following procedures are impacted by Service Gap Control:
-	Registration Procedure, see 23.502 [3] clause 4.2.2.2;
-	UE Triggered Service Request, see 23.502 [3] clause 4.2.3.2;
- 	UE Reguested PDU Session Estabishment, see 23.502 [3] clause 4.3.2.2;
-	Connection Resume Request, see 23.502 [3] clause XXXX.
[bookmark: _Hlk531766317]NOTE 5:	Since UE triggered Service Request and Connection Resume Request are prevented by Service Gap timer, this implictly prevents the UE from initiating MO data in Control Plane EPS Optimisations (see clause 5.3.4B.2), MO NIDD procedure (see TS 23.682 [74]) and MO SMS (see TS 23.272 [58]).
[bookmark: _Toc532890628]5.x.c	Small Data Rate Control
Small Data Rate Control is intended to allow HPLMN operators to offer customer services such as "maximum of Y messages per day".
The Small Data Rate Control is configured in the UPF or in the NEF. The UDP or NEF can send Small Data Rate Control information to the UE using the “APN rate control parameters” PCO information element.
The Small Data Rate Control applies to data PDUs sent on that DNN by either Data Radio Bearers (N3) or Signalling Radio Bearers (NAS Data PDUs).
The rate control information is separate for uplink and downlink and in the form of:
-	a positive integer 'number of packets per time unit', and
-	an indication as to whether or not exception reports can still be sent if this rate control limit has been met, and
-	an integer 'number of additional allowed exception report packets per time unit' once the rate control limit has been reached.
The UE shall comply with this uplink rate control instruction. If the UE exceeds the uplink 'number of packets per time unit', the UE may still send uplink exception reports if allowed and the 'number of additional allowed exception reports per time unit' has not been exceeded. The UE shall consider this rate control instruction as valid until it receives a new one from either the UPF or NEF.
When the last PDU Session using a given DNN is released, the Small Data Rate Control Status (including the number of packets still allowed in the given time unit, the number of additional exception reports still allowed in the given time unit and the termination time of the current Small Data Rate Control validity period) may be stored by the SMF so that it can be retrieved for a subsequent re-establishment of a new PDU Session for that given DNN.
At subsequent establishment of a new first PDU Session for that given DDN, the UPF/NEF may receive the previously stored Small Data Rate Control Status and, if the first Small Data Rate Control validity period has not expired, it applies the received Small Data Rate Control Status and provides the related parameters to the UE in the PCO (instead of the configured Small Data Rate Control parameters). If the initially applied parameters differ from the configured Small Data Rate Control parameters, the UPF/NEF uses the configured Small Data Rate Control parameters once the first Small Data Rate Control validity period expires, and sends an update to the UE with the configured Small Data Rate Control parameters.
NOTE 1:	The storage of the Small Data Rate Control Status information for very long time intervals can be implementation specific.
The UPF or NEF realises the Small Data Rate Control based on a 'maximum allowed rate' per direction. If UPF or NEF provided the 'number of additional allowed exception report packets per time unit' to the UE, then the 'maximum allowed rate' is equal to the 'number of packets per time unit' plus the 'number of additional allowed exception report packets per time unit'. Otherwise, the 'maximum allowed rate' is equal to the 'number of packets per time unit'.
The UPF or NEF may enforce the uplink rate by discarding or delaying packets that exceed the 'maximum allowed rate'. The UPF or NEF shall enforce the downlink rate by discarding or delaying packets that exceed the downlink part of the 'maximum allowed rate'.
The PDN GW in the visited PLMN may send the APN rate control parameter for an emergency PDN connection.


***** End of changes *****
